
 

 

Обновление парольной политики ИС Leonardo 

Обновлена парольная политика для учетных записей пользователей Инвенторной системы Leonardo (ИС 

Leonardo). 

1. Требования к паролям 

Пароль должен: 

• Иметь длину от 12 до 30 символов (из них, как минимум, 7 уникальных символов) 

• Состоять из букв (латиница/кириллица) в разных регистрах, цифр и специальных символов из набора 
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• Не содержать простых, либо повторяющихся последовательностей символов (qwerty, 123456, aaa111 и 

т.д.) 

• Отличаться от 4 последних паролей 

 

2. Срок действия пароля 

2.1. Пароль, установленный пользователем, действует 90 дней 

2.2. Пароль по умолчанию, устанавливаемый новым пользователям (либо в результате процедуры сброса 

пароля), требуется изменить при первом входе в систему 

 

3. Блокировка учетной записи в результате неудачных попыток входа 

3.1. После 3 неудачных попыток входа учетная запись пользователя блокируется 

3.2. Сброс пароля для восстановления доступа в систему может быть выполнен администратором ИС 

Leonardo на стороне авиакомпании (при наличии), либо через обращение в службу поддержки ИС 

Leonardo 

 

4. Блокировка учетной записи по неактивности 

Учетная запись пользователя блокируется в случае отсутствия активности в течение 45 дней. Блокировка 

по неактивности может быть снята администратором ИС Leonardo на стороне авиакомпании (при 

наличии), либо через обращение в службу поддержки ИС Leonardo. 

 

Служба поддержки ИС Leonardo: leo@sirena-travel.ru 
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